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1. **INTRODUCTION**

In the current era of 5G revolution where mobile phones are easily accessible to all masses, cyber security has gained paramount importance. Security attacks in the cyber domain have increased significantly and hence calls for increased protective measures. Security in Application Development has gained substantial importance over the recent times owing to hacking and other attacks on computer systems. As a result, security has to be made intrinsic component of all the stages of mobile application development. If sensitive data is hacked or exposed, it may cause un-repairable loss to software companies repute with partners, customers and investors, therefore system managers and users are paying more and more attention to this important aspect of security. In order to have complete secure applications/ softwares, security aspects needs to be considered into every step of Software Development Life Cycle (SDLC) or Application Development Life Cycle (ADLC). To blend security into the software engineering model, it should be considered from the beginning of the SDLC/ ADLC [1]. Most organizations normally see security as a post-development process. Security concerns have a profound impact on the overall quality of software, as organizations grappling with insecure software are compelled to address and rectify unreliable applications, while also impeding the progress of other concurrent projects. Emerging cyber vulnerabilities, both internal and external to the organization, continue to surface persistently, posing formidable financial risks and jeopardizing the integrity of critical company data. The repercussions of such security lapses extend beyond monetary losses, encompassing substantial credibility deficits that can be detrimental to the reputation and standing of the organization [2].

The main purpose of this research is to evaluate the Protection Poker technique's efficacy because of risk assessment tool for CSSRs revealed in Security Assurance Model (SAM) [3]. This type of assessment can help to improve the method used to indicate the areas where under development program needs special consideration/ deliberation. Software companies can now estimate their security parameters and their abilities to create more secure softwares/ applications. Considering this, it is important to identify collaborative techniques to address the risk estimation of the critical security risks involved with software development.

This review aims to provide a comprehensive overview of the current state of research on integrating security aspects in the software development phase and to identify opportunities for future researchers to improve the precision and effectiveness of risk estimation methods in order to accurately prioritize resources to mitigate those risks. To compare the performance of different methods and evaluate their effectiveness, an SLR has been conducted to identify the

* 1. Current trends of research in this field,
  2. Traditional Security Integrating Methods,
  3. Efficacy of Protection Poker technique,
  4. Current gaps and future work.

In this study, the literature on traditional security integrating models in SDLC has been reviewed to discuss the challenges and limitations of these methods, such as the lack of quantifiable parameter to address each risk involved. Moreover, giving security an utmost priority while developing any software/ application is the need of the hour to feel more secure in the cyber world.

In this systematic literature review. Challenges and limitations of this traditional secure software development frameworks like NIST secure SDLC, BSA Framework for Secure Softwarehave also been highlighted. Articles reviewed are published between 2010 and 2023 from prominent digital libraries, including Elsevier, IEEE, ACM, and Web of Science. Inclusion and exclusion criteria based on period, Relevance, Impact & accessibility to select relevant articles for the review have been considered.

This paper is structured in the following way:

Existing literature on practiced secure software development frameworks/ model in Section II. The proposed methodology is discussed in Section III. Section IV presents the results. In the end, Section V concludes this study and provides future work.

1. **LITERATURE REVIEW**

Security consideration while developing a software has been a growing research field specially in the last decade or so. It is being

1. ***SECURITY THROUGH LENS OF VARIOUS PHASES OF SDLC***

* **Initial Planning and Design**: Threat modeling and secure design are the two main cardinals of this phase. Security threats are resolved through threat modeling by devising counter measures for them, while secure design principles calls for such application design which ensures enhanced security.
* **Implementation**: Secure coding strategies/ code reviews are the two main activities performed in this phase to ensure that code is functionally correct and resistant to known vulnerabilities.
* **Testing**: Known secure testing methods, such as dynamic and static analysis, are used to reveal and

identify susceptibilities that may have gone unnoticed in early phases. It also includes code reviews and penetration testing.

* **Deployment:** In order to keep application’s security operational. Secure deployment practices and vulnerability management are key mechanisms that ensures the operation-ability of application with security mechanism intact.
* **Maintenance**: Constant monitoring and incident response are vital for maintaining the application's security post-deployment.

"Integrating security" mentions the systematic addition of security measures and concerns at each phase of the SDLC. This scheme is essential for making applications that are resilient to cyber attacks, protecting users and software producers from any losses and breaches. Integration of security to SDLC is not only a technical requirement but it can also be termed as a key business decision as primarily it serves to reduce weaknesses and post-deployment security fix costs. As a normal practice, historically security was often neglected/ ignored throughout the creation of applications. This reactive scheme has inherent probability of more susceptibilities and exploitation threats. With security-centric methodologies like DevSecOps gaining reputation for integrating security into every stage of the software ***development process, secure*** practices in SDLC have evolved over a short span of time to become more proactive

* **Strategies and Practices**. Coding while keeping security risks in mind helps to end vulnerabilities at the start, this is known as secure coding techniques. Coding standards must be strictly followed in order to prevent security related issues, Moreover, code analysis procedures must also be put to use in order to address security problems.[4]
* **Security Requirements Engineering**. Security requirements must be properly logged, deliberated upon and documented in the initial development stage. It ensures that program is built while keeping security consideration alive during all phases of development [5].

1. ***DEVSECOPS***

DevSecOps automates security integration at all phases of the DevOps life cycle, from initial design to integration, testing, deployment, and delivery. However, integration of security throughout the DevOps process has its own set of challenges [4]. One of such challenges is making security adapt to the DevOps processes, which will mean the security methods need to be highly agile, and the procedures must be accepted and understood by the security, development, and operations teams [6]. Another challenge is how the organization will start the DevSecOps practices by readily adopting the change in skills, tools, standards, and processes to successfully implement security into their culture [7]. Additionally, automation and being conversant with relevant tools and technology is an ongoing challenge for DevSecOps projects. The dynamic nature of the environment implies that

the necessary security functionality should be ready for use in tools that work on the right platforms.

1. ***NIST FRAMEWORK FOR SECURE SOFTWARE DEVELOPMENT***

With the increase in cybercrimes over the last few years, a growing realization for the need for cyber security has begun. Unfortunately, being aware that cyber security is something that needs to be worried and knowing what steps to take are two different things entirely. In the United States, the National Institute of Standards and Technology (NIST) developed the Cyber Security Framework (CSF) to assist critical infrastructures in determining what they need in order to secure their computer systems and networks. While aimed at organizations, much of the guidance provided by the CSF, especially the basic functions it identifies, are also valuable for communities attempting to put together a community cyber security program [8].

The framework core functions i-e Govern, Identify, Protect, Detect, Respond, and Recover organize cyber security outcomes at their highest level.

* **Govern** : Establish and monitor the organization’s cyber security risk management strategy, expectations, and policy. The Govern Function is cross-cutting and provides outcomes to inform how an organization will achieve and prioritize the outcomes of the other five Functions in the context of its mission and stakeholder expectations. Governance activities are critical for incorporating cyber security into an organization’s broader enterprise risk management strategy. Govern directs an understanding of organizational context; the establishment of cyber security strategy and cyber security supply chain risk management; roles, responsibilities, and authorities; policies, processes, and procedures; and the oversight of cyber security strategy.
* **Identify** : Help determine the current cyber security risk to the organization. Understanding its assets (e.g, data, hardware, software, systems, facilities, services, people) and the related cyber security risks enables an organization to focus and prioritize its efforts in a manner consistent with its risk management strategy and the  
  mission needs identified under Govern. This Function also includes the identification of improvements needed for the organization’s policies, processes, procedures, and practices supporting cyber security risk management to inform efforts under all six Functions.
* **Protect** : Use safeguards to prevent or reduce cyber security risk. Once assets and

risks are identified and prioritized, Protect supports the ability to secure those assets to prevent or lower the likelihood and impact of adverse cyber security events. Outcomes covered by this Function include awareness and training; data security; identity management, authentication, and access control platform security (i.e., securing the hardware, software, and services of physical and virtual platforms) and the resilience of technology infrastructure.

* **Detect** : Detect enables timely discovery and analysis of anomalies, indicators of compromise and other potentially adverse cyber security events that may indicate that cyber security attacks and incidents are occurring.
* **Respond** : Take action regarding a detected cyber security incident. Respond supports the ability to contain the impact of cyber security incidents. Outcomes within this function cover incident management, analysis, mitigation, reporting, and communication.
* **Recover** : Restore assets and operations that were impacted by a cyber security incident. Recover supports timely restoration of normal operations to reduce the impact of cyber security incidents and enable appropriate communication during recovery efforts [8].

**Fig 1 : NIST Cyber Security Framework**

1. **METHODOLOGY**

It is imperative to follow a systematic approach in any SLR to minimize biases in the research. This SLR follows the review protocol suggested by Kitchenham [9] as depicted in the flowchart, Figure 2. The review has been divided into three main stages including planning, execution, and analysis, as per the protocol.

1. ***STRUCTURAL OVERVIEW***

As per the Kitchenham’s protocol [9], research methodology has been implemented as second stage to identify related articles based on relevance parameter with research field.

Table 1: Pros and cons of cost estimation techniques discussed in literature.

|  |  |  |
| --- | --- | --- |
| FrameWorks / Models | Pros | Cons |
| Secure SDLC | * By Integrating security into each phase of SDLC ensures vulnerabilities are identified and mitigated early, reducing the likelihood of security breaches * Cost effective by early identification and fixing of security risks. * Regulatory and compliance requirements related to software security are met by adhering to secure SDLC methods | * Complexity is added to the development process while implementing Secure SDLC * Process is resource intensive and demands additional resources in the shape of time, personnel, and financial investment * Additional focus on security can delay the development process * It does not sufficiently satisfies the requirements of volatile and changing requirement |
| DevSecOps | * Continuous Security Integration * Enhanced Collaboration between different teams i-e design, coding and testing etc, yields better performance * DevSecOps practices are highly scalable as per the software requirements demands | * Diversity required in skillset among team members * In order ot adapt DEvSecOps fully, organizations may require to have cultural change, which may leads to resistance with in some organizations |
| NIST | * Consistency and reliability in security practices is achieved through well-composed standards and guidelines * Credibility of NIST guidelines is immense and are highly respected/ trusted in the industry * Highly adaptable and can be used for various organizational needs and sizes, providing huge flexibility | * The wide-range nature of NIST guidelines can be overwhelming and challenging to implement fully * NIST guidelines are prone to overfitting, especially for ML models within the NIST framework * NIST framework can be highly inaccurate with noisy data, hence performance is degraded exponentially |

Table 2: Strengths and limitations of a research articles.

|  |  |  |
| --- | --- | --- |
| Ref. | Strengths | Weaknesses |
| [3] | * Comprehensive analysis of securtiy risks posed to software development * It is a comprehensive guide for a general reader. | * The paper lacks a comparative analysis of the techniques studied * Long tabulated data based on RQs have been at times monotonous |
| [16] | * A good guide on understudy risk estimation method for general readers * Proposed method has been explicitly explained in a detailed manner. | * Complete evaluation of various risk estimation techniques being followed in different organizations not done * Results were dependent on individual personality behaviors and hence may be bias * Numerical results have not been supported with a graphical representation which reduces general comprehension. |
| [23] | * Results have been supported with figures which increases the comprehension of readers. * Results have been implemented and verified on a real working software | * Not very well-referred article with just 16 cited articles. * No mentioin/ use of automated tools for having collected present status of security measurement |

1. ***OVERVIEW OF ARTICLES SELECTED***

Engines that are searched to obtain references for the articles on security assessment in software development are as follows

* + IEEE Xplore
  + Springer
  + ScienceDirect
  + Emarlds

These search enginres have been selected based on their reputation for hosting high-quality scientific literature in the field of computer software, including software development and cyber security [10]. Furthermore, the inclusion and exclusion criteria have been applied to ensure that the articles selected for review meet specific quality and relevance standards. They have been accessed in two stages namely, primary and secondary as shown in Figure 2.

***C. INCLUSION CRITERIA***

**Fig 2 : Overview of Article Selected**

The inclusion criteria are based on various factors [9] for selecting the articles.

* **Period**: Articles published between the years 2010 and 2023 are considered for this literature review.
* **Source** : Articles from well reputable digital libraries such as IEEE, Springer, Science Direct etc are included in the review.
* **Language**: Only articles published in the English lan- guage are included in the review.
* **Relevance**: Articles that directly address the research field and meet the mentioned inclusion criteria are included in the review [11].
* **Accessibility** : Articles easily available and in full text form are generally included.

1. ***DATA MANAGING AND REFERNCING***

In data sifting all the data is organized as per the libraries and it is ensured that all articles are complete. Data is preprocessed through Mendely for further organizing as per requirements. It is a popular tool among academics and scholars because it makes managing research materials simple and efficient. Users can import articles directly from databases, websites, and other sources Mendely is a free and open-source tool Integra table with MS World and allows researchers to save and organize articles, annotate them, and generate bibliographies [12],[13].

1. ***EXECUTION OF PROPOSED METHODOLOGY***

The methodology employed in this research involves the assessment and analysis of 46 security risks that have been identified through the security assurance model [3]. To estimate the levels of risk associated with these vulnerabilities, the protection poker technique is utilized. It involves an organized and efficient strategy to assess the likelihood and consequences of each risk, leading to an in-depth understanding of potential threats. It generally involves quantifying a risk level associated with every identified security concern. Following stages are involved.

* **Risk Estimation.** In order to effectively evaluate the risks linked to a specific circumstance, it is imperative to measure each risk using a numerical scale that varies from 1 to 10. This scale terms 1 as the minimum risk level whereas 10 as the maximum one. Linking of a numerical figure to each risk helps in the evaluation of both risk’s probability of occurrence and its probable impact [14].
* **Data Analysis.** In order to assess risks level in a company, it is crucial to compare them against industrial/ recommended practices. This comparison enables software houses/ firms to identify areas that need additional stringent measures and also in the formulation of efficient risk mitigation plans. The process involves pinpointing risks with the highest scores. These risks represent the most significant threats to the organization and demand urgent action. By prioritization of these risks, companies can optimize their resource allocation and can focus on resolving the most critical concerns[15][16].
* **Data Collection**. The survey is conducted among three software firms (AppInSnap, Omnisoftex & Centangle Interactive) to have their insights on how they address the identified risks during the application development process. These responses are being utilized to comprehend how industry practices manage risks and validate the risk assessments. Through distributing the survey and analyzing the replies, a comprehensive understanding of risk management practices in the industry is being acquired, ensuring the accuracy of risk assessments. This interactive procedure provides a detailed examination of how various software firms handle security risks in their application development procedures[17]
* **Synthesis and Analysis.** Risk assessment process’s output and feedback from the software firms are analyzed. Data obtained is meticulously reviewed to identify potential risks and grasp the feedback from the software companies. This feedback obtained from software firms is useful in guiding decision-making. Merger of response from software firms with that of risk assessments gathered through protection poker, helps in better understanding of security requirements, hence leading to the resolution of security issues early in the development phase [18],[19].

1. **RESULTS AND DISCUSSIONS**

Empirical research format is used for data collection and analysis to address this research, which are consistent throughout the adopted methodology. While qualitative research emphases on collecting non-numerical data that can be analyzed for obtaining patterns [20], quantitative research often gathers numerical data which can then be analyzed statisticallyv[21]. In the case of this research, it is primarily qualitative in nature, as the goal is to analyze and compare the effectiveness of SAM model through the application of Protection Poker Technique as risk assessment tool [22]

1. **CONCLUSION AND FUTURE WORK**

A detailed literature review has been given on software security and its role during designing and various development phases of the software. a proactive approach to risk management, ensuring thorough examination of potential threats to software security is need of the hour. The methodology emphasizes the significance of identifying and prioritizing risks, facilitating the allocation of resources based on severity. Moving forward, future research could probe deeper into exploring the additional manpower or appointments required to effectively mitigate and resolve security risks throughout the development process which would indeed provide valuable insights into resource allocation strategies for enhancing overall security.
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